Using the Student BYOD WiFi Network

Connecting to the Network
1. In your device’s wireless settings, connect your wireless device to the “IUFSD_BYOD_STUDENTS” SSID.

Authenticating to the Network (MONTHLY on each device)
1. After connecting to the SSID, most devices will automatically redirect you to a Meraki splash page as shown below. If your device does not redirect you automatically, you may need to open a web browser and attempt to access an insecure (non-HTTPS) website such as http://www.islipufsd.org.

2. Enter the username and password you use to log on to district devices (for example smijoh), then click “sign in.” (Do not include @islipufsd.org)

Authenticating against Forcepoint THIS MUST BE DONE DAILY
In order to receive the proper Internet filtering policy, you must identify yourself to Forcepoint.
1. If you received the Meraki splash page, you should be redirected to the Forcepoint portal automatically. However certain browsers and platforms may not perform this redirection automatically, in which case you should visit http://www.islipufsd.org to receive the Forcepoint portal page.
   If you attempt to access a secure (HTTPS) site, this will not work. Note that many sites, including Google and Bing, default to HTTPS.
   You will see the following:

   2. Once again, enter your network ID and password, without the @islipufsd.org portion.